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Kurt Gubrud

Box 31
West Cornwall, Ct. 06736

anril 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping ac<ess.

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct survejllance. The FBI is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government reguiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agcressive and expansive reading of the Tlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
BEYEN rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technglogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Kurt © Gubrud
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Dale Patten

3018 Montana Ave.
Flint, MI 48506

April 1, 2004

FCC Chairman Michael Powell
federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s suggestion that all new Internet communication services
be required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone companies to allow
the FEI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes he huilt with a peep hole for law enforcement to Took through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Congress, after extensive deliberations., set up boundaries for haow
the FBI can collec<t information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisliative process to alter that careful balance.

I understand that this reguirement will make our communications gasy targets
for hackers and thieves. By reqguiring a master key to our personal
communications, the government is creating the very real potential for hackers
and thieves or even rogue government agents to access our personal
communications. Past afforts to pravide this sort of backdoor access have
not been successful and only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technclogies should have built-in
wiretapping.

I iook forward to hearing your thoughts on this matter.

Sincerely,

Dale Glenn Patten
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Geert Aerts

124 Harmon
San antecnio, TX 78209
April 1, 2004
FCC Chairman Michael Powell
fFederal Communications Commission
445 12th Street SW
Washington, DC 20554
FCC Chatrman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be

reguired to have huilt—in wiretapping access.

I want you to oppose the dangerous suggestion of the Department of Justice that
our new Internet communicaticon technologies should have built—in wiretapping.

I loock forward to hearing your thoughts on this matter.

Sincerely,

Ceert Aerts
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gabriele chaffin

B6 B st. apt 34
salt Take city, ut 84103

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet <ommunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. Tt is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between saurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rague government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

1 look forward to hearing your thoughts an this matter.

Sincerely,

gabriele chaffin
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karen Fishkin

1182 fei] 3L

38N francisce, CA 34117

April 1, 2004

FCC Chairman Michael Powel]
Federal Cocmmunications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have builit-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you ta oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

karen Fishkin
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Stewart Eisenberq

3807 Delverne Rd
Baltimore, MD 21218

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice 5 request that all new Internet communication services he
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government i1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in

wiretapping.

The gavernment must he kept off of the internet and Ashcroft’s attack on civil
liberties must be stopped.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stewart Eisenberyg
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Brad Hayhurst

8644 E. Boise St.
Mesa, AZ 85207

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required toc have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between szources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to pravide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Brad Hayhurst
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maryellen sullivan

1315 W hawthorne
arlington hts., il 60005

March 31, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my sppositien to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry tco actually build its systems around
government eavesdropping. Tt is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to our psrsonal communications., the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mary Ellen Sulliwvan
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Juanita Duffy

111 Sunset Avenue
Merritt, N.C. 285596

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition tc the
Department of JTustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government reguiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the danverous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Juanita Duffy
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Magdalena Smith

3 Liverpoc]
Hercules, Ca 94547

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s regquest that all new Internet communication services he
required to have built—in wiretapping access.

History has shown us time and time again, that unnecessary surveilance powers
are far to easily abused. and in light of the actions of this administration in
particular, they should not ke granted. The laws in place are more than
adeguate for protecting our Homeland. I do not belijeve this requirement is
necessary. Langstanding laws already require Internet Service Providers and
Internet telephone companies to allow the FBI to conduct surveiliance. The FBI
is going far beyond these existing powers by trying to force the industry to
actually huild its systems around government eavesdropping. It is the
eguivalent of the goyernment requiring all new homes be built with 2 peephole
fer law enfarcement to Jook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves ar
BvEN fDYUE goyernment agents to access cur personal communications. Past
efforts to provide this sort of backdonr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Magdalena S. Smith



Wed 31 Mar 2004 10:42:53 PM EST P. 1
Yivek Vanaharam

1769 Hallmark Dr.
Troy, MI 48038

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allaw
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Conyress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government i1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal caommunications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urde you to oppose the dancerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts an this matter.

Sincerely,

Yivek VYanaharam
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Timothy Stebler

2834 Mark Cr.
Stillwater, Oklahoma 74075

March 31, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concernad individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sgurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

“Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Timothy L. Stebler
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Ruth Fink-Winter

2008 Green Lane
Kingsport, TH 37564

March 31, 2004

FCC Chairman Michae]l Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gppositicn to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary, and I'm very concerned about
the possibility that it could be exploited by hackers. Longstanding laws
already require Internet Service Providers and Internet telephone companies ta
allaw the FBI to conduct surveillance. The F8I is going far beyond these
existing powers by trying to force the industry to actually build jts systems
around government eavesdropping. This is the equivalent of the government
requiring all new homes be built with locks that Taw enfcorcement can open with
a master key. What happens when a criminal gets ahold of those keys?

This is a violation of our right to freedom from unreasonable searches and
seizures, as guaranteed in the Constitution.

I am very <oncerned that this reguirement represents an end-run around
Congrecs. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and cata
sources like e-mail. The FEI s aggressive and expansive reading of the Taw
would bypass the legislative process. I am willing to submit tc some
incanveniences and sacrifices to oppose terrorism and criminal activity. I am
not, however, willing to give up essential liberties and spend my life being
treated as a criminal. '

By requiring a master key to Americans” personal electronic communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gavernment agents to access our personal communicatians.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook farward to hearing your thoughts on this matter.

Sincerely,

Ruth Fink-winter
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ob Brcse

5230 Forest Valley Drive
Clarkston, Michigan 48348

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Tock through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FRI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue government agents to access our persgnal communhications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T Took forward to hearing your thoughts on this matter.

Sincerely,

Rob Brose
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Steven R. Young

325 Kinnaird Avenue
Fort Wayne, IN 48807

April 1, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telepheone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be bhuilt with a peephole for law enforcement to Took through.

T am very caoncerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
effarts to provide this sort of backdoor access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Steven R. Yaung
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jane Whitnhey

14431 Llodgepole Drive
Penn Yalley, CA 35945

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my copposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not bhelieve this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FET can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful hkalance.

I understand that by requiring a master key to our personal communications, the
government s creating the very real potential for hackers and thisves Gr
gven rogue government agents to access our personal cammunicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Diane Whitney
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Karen Wamsley

2010 West Cove Court
Lincoln, NE 68522

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieyve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tec ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FEI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perschal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only <reated a rich opportunity faor hackers.

Once again, I uyrge vou to oppose the dangerous suggestien of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTock forward to hearing your thoughts on this matter.

Sincerely,

Karen Wamsley
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Angela Brenner

£G5S Sorenson Ave.
Evansville, IN 47712

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 209554

FCC Chairman Poweli:

As a concerned individual, I am writine tc express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping ac<ess.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reqguiring al}
new homes be built with a peephole for law enfarcement to look throuagh.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources ]ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful bkalance.

I understand that by reqguiring a master key to gur personal communications, the
government is creating the very real patential for hackers and thieves ar
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward te hearing your thoughts on this matter.

Sinceraly,

dngela Brenner
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Charles Petersaon

4007 Enchanted Sun
San Antonio, TX 78244

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

~Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewxisting
powers hy trying to force the industry to actuzlly build its systems around
government eavesdropping. It is the equivalent of the government requiring atll
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers gnd thieves or
gven rogue government agents to access our pérsnna1 communications. Past
effarts to provide this sort of backdeor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Charles Peterson
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Christapher Rhudy

402 Liberty St.
Gatesville, TX 76528

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppaosition to the
Nepartment nf Tustice s request that A1) new Tnternet cammunicatinn services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is doing far beyond these existing

. powers by trying to force the industry to actually build its systems around
government cavesdropping. It i the cquivalent of the government roquiring all
new homes he built with a peephole for law enforcement to locok through,

T am very concerned that this renuirement represents an ehd-run Aarniann
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data

sources iike e-mail. The FBI s aggressive and sxpansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
aven rogue government agents to acc¢ess our persanal communications. Past
efforts to provide this sort of hbhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Christepher A. Rhudy
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Ammar Al-Habash

2471 Edgewater Drive #1
Beavercreek, OH 45431

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powel]l:

as a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
hew homes be built with a peephole for law enforcement to loak through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliherations, set up boundaries for how
the FBI can collect informaticn between sources 1ike phone campanies and data
sagurces like e-mail. The FBI < aqqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the wery real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestinn of the Department of
Justice that our new Internet cammunication technclogies should have built—-in
wiretapping.

T Innk fnrward tn hRAaring ynur thnughts an this martar.

Sincerely,

Ammar Al-Habash
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Paul Williams

37 N. Boston Ave.
Atlantic City, NJ 0B401

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying teoc force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look thraough.

I am very concerned that this requirement represents an end-run around
Cangress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even roQue government afgents to arccess our personal communications. Fast
cfforts to provide this cort of backdoor access have not been cuccescful and

only created a rich opportunity for hackers.

Once again, T urge you tc oppose the dangerous suggestion of the Department cof
Justice that our new Internet communication technocloaies should have built—in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Paul Williams



Fri 26 Mar 2004 04:23:13 PH ES] P. 4
Mike MacDougall

10105 N Parkside Dr
Ninm Mile Falls, WA 99N7R

March 18, 2004

FCC Chairman Michss] Powsl]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Intermet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gaing far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes he built with a peephale for law enfarcement to look through.

I am very concerned that this regquirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phane companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Interret communication technologies should have built-in
wiretapping.,

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Michaol Machounall
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Scott Hafner
17512 83rd P1. NE Apt BR206
Kenmore, Washington 98928

March 18, 2004

FCC Chairman Michael Powel)
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

Ads a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interrnet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going tar beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al?
new homes be built with a peephole for taw enforcement to look through.

I am very concerned that this requirement represents an end-run &around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

T undarstand that hy requiring a master key tn nur persnnal cnmmunicatrinns, the
government is c<reating the very real potential for hackers and thieves ar
gyen rogue government agents to access our personal communications, Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urgs you to oppose tha dangerous suggestion of the Department of
Justice that our new Internet communication technclogies should have built—=in
wiretapping.

I look forward to hearing your thoughts cn this matter.

Sincerely,

Scott Hafner



